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**1 – TABELA DE SUPER ADM.**

* **“id”**
  + Campo responsável por armazenar o identificador único de cada super administrador registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.
* **“nome”**
  + Campo responsável por armazenar o nome de cada super administrador registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.
* **“cargo”**
  + Campo responsável por armazenar o cargo de cada super administrador registrado no sistema.
  + Dado pessoal identificável e medida de pseudonimização adotada.
* **“email”**
  + Campo responsável por armazenar o endereço de e-mail de cada super administrador registrado no sistema.
  + Dado pessoal identificável e medida de pseudonimização adotada.
* **“senha”**
  + Campo responsável por armazenar a senha de cada super administrador registrado no sistema.
  + Informação sensível e medida de proteção adotada com Hashing.

**2 – TABELA DE USUÁRIO.**

* **“id”**
  + Campo responsável por armazenar o identificador único de cada usuário registrado no sistema.
  + Dado pessoal identificável e medida de pseudonimização adotada.
* **“fk\_fabrica”**
  + Campo responsável por armazenar a referência da fábrica à qual cada usuário registrado no sistema pertence.
  + Dado pessoal identificável e medida de pseudonimização adotada.
* **“email”**
  + Campo responsável por armazenar o endereço de e-mail do usuário cadastrado no sistema.
  + Dado pessoal identificável e medida de pseudonimização adotada.
* **“senha”**
  + Campo responsável por armazenar a senha do usuário cadastrado no sistema.
  + Informação sensível e medida de proteção adotada com Hashing.
* **“nome”**
  + Campo responsável por armazenar o nome de cada usuário registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.
* **“tipo\_acesso”**
  + Campo responsável por armazenar o tipo de acesso e restrições de uso de cada usuário registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.
* **“status”**
  + Campo responsável por armazenar o status de ativação de cada usuário registrado no sistema.
  + Dado não sensível (sem necessidade de proteção).
* **“data\_criacao”**
  + Campo responsável por armazenar a data de criação de cada usuário registrado no sistema.
  + Dado não sensível (sem necessidade de proteção).
* **“data\_nascimento”**
  + Campo responsável por armazenar a data de nascimento de cada usuário registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.
* **“cargo”**
  + Campo responsável por armazenar o cargo de cada usuário registrado no sistema.
  + Dado pessoal identificável com pseudonimização adotada.